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1
Decision/action requested

This contribution purposes the endorsement on MILENAGE algorithm
2
References

[1]
S3-234134 – LS on SAGE-23-01 Specification of Milenage-256
3
Rationale

ETSI SAGE in [1] provides two variations of MILENAGE-256 as follows:

· MILENAGE-256-R, based on the Rijndael block cipher with 256-bit key- and block-size.

· MILENAGE-256-A, based on the AES block cipher with 256-bit key-size (and standard 128-bit block-size).

4
Detailed proposal

It is proposed that:

SA3 agrees that only one variation of MILENAGE-256 will be specified in 3GPP.
